
Ericom Connect™ Enterprise and Professional Editions

Key Features & Privileges for Enterprises and SMBs

In the table below, find out which features and privileges are available with your Connect Enterprise or Connect Professional Edition licenses.

 Professional Edition Enterprise Edition

Number of Remote Desktop

Servers/Terminal Servers*

Maximum number supported

10 11+

Number of

Workstations/Desktops*

Maximum number supported

500 500+

Number of Published

Applications*

Maximum number supported

30 30+

Number of Configured Users*

Maximum number supported

1000 1000+

Application Publishing

Enables adding, deleting and

managing published

applications, desktops and

documents

Manage system servers

Enables management of multiple

system components from a

single UI

Dashboard

High-level view of system health

and activity â€“ quickly identify

issues and trends, and verify

system stability

Resource Group management

Single interface for resource

publishing, group-policy

management and user-control

Host-Group management

Enables group-level

management

Multi-level Session

configuration

Enables flexible and configurable

session control

Web based portal

Used to login to Ericom Connect

and view assigned resources

AccessPad

Native client used to login to

Ericom Connect and view

assigned resources

AccessToGo

Native mobile app used to login

to Ericom Connect and view

assigned resources

 

  



Detailed reporting

Enables intelligent data mining

and reporting, i.e., server usage,

resource overloading

Active Directory integration

Supports multiple Active

Directory accounts that can be

assigned Administrator access

"My Desktop"

Enables remote, HTML5 access

to physical desktops and

workstations

 

Command Line Access

Enables CLI for automation of

tasks

 

SQL DB views for custom

reporting

Simplified report customization

 

Launch Analysis

Enables detailed analysis of

user's connection for provocative

troubleshooting

 

Two-factor authentication

RSA SecureID or Radius

two-factor-authentication

protocol

Delegated Admin**

Enables role-based

administration

 

Multi Tenancy**

Designated admin control with

secure separation (silos) for

multi-tenant environments

 

* Per Enterprise and Professional Editions

** Available in upcoming version


